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NIS2 Compliance Checklist
Understand Applicability

	 Determine if your organisation falls under the categories of 
Essential or Important entities as defined by NIS2. 

	 Review the list of sectors and subsectors affected by NIS2, including energy, 
manufacturing, transport, banking, digital infrastructure, public administration, and more.

Governance and Risk Management

	 Establish a governance framework to manage cybersecurity risks.  Identify 
and document all information systems and digital infrastructure.

Security Measures

	 Implement technical and organisational measures to ensure 
the security of network and information systems.

	 Ensure measures are in place for incident prevention, detection, and response.

Incident Reporting

	 Establish an incident reporting mechanism in line with NIS2 requirements.

	 Train staff on identifying and reporting incidents.

	 Report significant incidents to the relevant national 
authority within the stipulated timeframe.
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